S AGENDA - DAY 1
IR threat) Wednesday, April 17

2019 SUMMIT

7:00 AM - 8:00 AM Networking Check-in with Continental Breakfast

8:00 AM - 8:45 AM KEYNOTE - Building the foundation for Al; NBIS Enterprise Architecture and Al Approach
Mr. Terry L. Carpenter Jr., Program Executive Officer, National Background Investigation Services
(SES Tier 2) at DISA

8:45 AM - 9:30 AM Integrated Access Management — Decisions at the Speed of Machines
Nat Bongiovanni, Chief Technology Officer at NTT Data Services

9:30 AM - 10:15 AM Crawling Through the Trenches “The Insider Threats We Find During Pentests and
Incident Response”
Antonio "Tony" Rucci, Director, InfoSec & Threat Intelligence for GRIDSMART Technologies, Inc.;
Counterintelligence Special Agent (Retired)

10:15 AM - 10:25 AM BREAK - Please visit our sponsors, without them iTS5 would not be possible.

10:25 AM - 11:05 AM  Keeping Your Insiders from Becoming Outsider Threats
Charlie Sowell, Chief Operating Officer at iWorks

11:05 AM - 11:50 AM  Demystifying Al in Cybersecurity
Dustin R. Burns, Ph.D., GStat at Exponent

11:50 AM - 12:50 PM  LUNCH BREAK - hosted by Advanced Onion, Inc.
Head to the 10th floor to enjoy a complimentary networking lunch with the most breathtaking
views of the Monterey Bay.

12.50 PM-1:35PM  TBD
Andree Rose, Project Director at the Defense Personnel and Security Research Center
(PERSEREC), DoD’s Office of People Analytics (OPA).

1:35 PM - 2:05 PM Phishing Awareness - After Action Report: Presenting the lessons learned from a Phishing
Awareness Program of 1,300 users
Matthew J. St. Sure, Stanislaus County

2:.05PM-2:15PM COFFEE BREAK

2:15 PM - 3:00 PM Federated Identity & Virtualization: Removing Identity Integration as a Roadblock For
Security and Digital Transformation
Bill Baz, DoD Account Executive at Radiant Logic

3:00 PM - 3:45 PM How to Understand and Detect the Insider Threat
David Wilcox, Vice President, Federal at Dtex Systems

3:45 PM - 3:55 PM BREAK

3:55 PM - 4:35 PM Data Loss prevention, Espionage and Work-place Violence
J.T. Mendoza, Deputy Director, United States Air Force (USAF) Insider Threat Hub

4:35 PM - 5:10 PM FBI Public Outreach, Insider Threat and Theft of Trade Secrets
Brian Walsh, Special Agent, FBI

5:30 PM - 8:00 PM NETWORKING RECEPTION - Sponsored by Advanced Onion and Forcepoint
Excellent networking, libations, heavy hors d'oeuvres and the BEST views of Monterey Peninsula!
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S AGENDA - DAY 2
IR threat| Thursday, April 18

2019 SUMMIT

7:00 AM - 8:00 AM Networking Check-in with Continental Breakfast

8:00 AM - 8:45 AM KEYNOTE - Combatting the Insider Threat: Stakeholder Engagement is Key to Achieving
Success in Complex Organizations
Richard McComb Senior Executive Service, Chief Security Officer (CSO) for the U.S.
Department of Homeland Security (DHS)

8:45 AM - 9:30 AM Offense and Defense: It’s Good to Play Both Sides.
Anthony K Giandomenico (“Tony G”) — Team Lead CTI — Senior Security Strategist & Researcher
at Fortinet

9:30 AM - 10:20 AM Remote Working and Hot-Desking: an Insider Threat Perspective
Dr. Emma Bradford, Senior Consultant at Frazer Nash Consultancy
Mr. Steve Little (CISSP), Cyber Lead at Frazer Nash Consultancy

10:20 AM - 10:35 AM BREAK - Please visit our sponsors, without them iTS5 would not be possible.

10:35 AM - 11:20 AM  Developing a Unified Security Framework to Address Insider Risk
Michael Crosland, Sr. Sales Engineer, Government at Forcepoint

11:20 AM - 12 NOON  Bringing the Community into the Fight.
Dave Erickson, Software Engineer and Systems Architect at Elastic

12 NOON- 1:00 PM LUNCH BREAK
Head to the 10th floor to enjoy a complimentary networking lunch with the most breathtaking
views of the Monterey Bay.

1:00 PM - 1:45 PM KEYNOTE - Betting on a Sure Thing: Mitigating Today’s Risks for Tomorrow’s Resilience
Christy Riccardi, Regional Director, Department of Homeland Security (DHS) Region IX
Cybersecurity and Infrastructure Security Agency (CISA)

1:45 PM - 2:30 PM Administering Responsibly
Dan Conrad, Federal CTO at Quest Public Sector

2:30 PM - 2:40 PM COFFEE BREAK

2:40 PM - 3:10 PM The Effects of Corporate Culture on Insider Threat
Christian Grijalva, Chief Technologist at GCE

3:10 PM - 3:50 PM Scientific Insider Threat Analysis
Captain Ryan Kelly, Ph.D. CISSP/PMP

3:50 PM - 4:00 PM BREAK

4:00 PM - 4:50 PM Open-Panel Discussion (refer to website for more info)
with Paul Temple, Chief Executive Officer of Advanced Onion
Nickolas Golubev, Chief of Engineering and Architecture at Advanced Onion
Charles Keane, Behavioral Analytics Specialist at Forcepoint
Charlie Sowell, Chief Operating Officer at iWorks

4:50 PM CLOSING COMMENTS, Q&A
Paul Temple, CEO of Advanced Onion and Tech Regiment
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